**模式识别和机器学习在农业领域应用的国内外研究现状**
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## 正文部分

四 农业工控设备安全

4.1 工控设备安全

工业控制系统（Industrial Control System，ICS）[1]是一种表示用于工业控制的几种类型的控制仪器和相关仪器的通用总成。工业控制系统（ICS）通过整合信息技术（IT）来提高效率和可控性，但是也因此引入了对ICS的网络威胁[2]。ICS开始面临像IT同样的漏洞环境，经受IT一样的安全考验。而且越来越多的攻击开始针对性的选择ICS进行攻击。如Stuxnet和乌克兰电网的网络攻击，导致大规模的电力瘫痪，对社会造成巨大影响[3]。但是由于这些系统的重要性和独特性，很难找到通用的方式去防御攻击。目前重要的是设计新颖的防御机制，包括对底层物理结构的防御，并能在早期阶段检测到攻击[2]。

4.1 农业工控设备安全

随着生产力的提升，智慧农业在农业生产中的应用越来越广泛。大量的传感器和无线通信技术应用于农业生产，广泛用于环境监测，精确农业。通讯协议有基于ZigBee的WSN和无源，半无源和有源RFID[4]。还有基于M2M的机器和过程控制，建筑和设施自动化以及基于RFID的可追溯系统[5]。农业工控设备的安全性至关重要，由于农业设备的脆弱性，设备被劫持后被应用于DDOS攻击的影响十分巨大。

4.1 传统的工控设备防御方法

由于工控设备的的脆弱性和重要性，研究者对工控设备安全性的防御进行了很多研究。包括如下方面（1）提升工控设备软硬件的稳健性，在生产阶段对软件的源代码进行静态分析[6-8]，对设备进行动态分析[9,10]（2）在生产阶段对网络的流量，控制反馈进行实时的监控。

4.1 基于机器学习的工控设备防御方法

传统的工控设备防御方法难以应对大规模的工控设备的安全问题。随着机器学习技术的广泛应用，研究者开始使用训练机器学习模型以解决工控设备的安全问题。基于机器学习进行流量分析是其中一种实现方式。Li等[3]通过基于遥测分析的入侵检测，优化系统模型，捕获系统中不同节点之间的通信包，然后使用机器学习算法对数据集进行训练，实现恶意流量检测，进一步区分攻击类型。其优势在于遥测意味着它不需要进入工业控制系统网络，而是通过远程捕获数据包来实现入侵检测。Keliris等[2]针对底层集成电路进行了攻击模拟，重点研究可编程逻辑控制器（PLC）的控制系统实现。攻击分为三类，传感器攻击、执行器攻击和控制器攻击，并将攻击将用于训练基于机器学习的攻击检测模块。为了检测和对抗ICS上的恶意活动，Keliris利用基于模型和经验的动态过程中的典型时间信号模式及其动态特性的知识来确定攻击的状态，并训练了一个主SVM来检测正在进行的攻击的存在，以及一组辅助的、独立的SVM来检测特定类型和类型的攻击。SVM除了提供简单的基于范围的分类器外，还具有显著的鲁棒性。通过对多个信息流之间运行的相关性，支持向量机支持高检测精度。相比之下，简单的基于范围的攻击检测器在设置足够窄的范围以可靠地检测攻击时会遇到大量的误报，或者在扩大范围以减少误报时会遇到大量的误报。

3.结论
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